
Altalános:  

Figyeljünk a kóbor 

állatokra is, elütött, 

sérült kóbor kutya ese-

tén hívjunk állatvédő 

szervezetet. (Az állta-

védelmi  szervezetek 

működéséhez, sérült 

állatok ellátásához ál-

lampolgári segítségre 

van szükségük.) Az 

ideiglenes befogadás 

életet menthet. 

Felelősség: A felelős 

állattartás nemcsak 

ételt és vizet jelent, 

hanem időt, odafigye-

lést, anyagi áldozatot 

is. Az állatkínzás bűn-

cselekmény! 

A téli állattartás sza-

bályainak betartása 

során kulcsfontosságú 

a megfelelő menedék, 

táplálék, valamint az 

ivóvíz folyamatos  biz-

tosítása. 

Szabadon tartott    

kutyák, macskák 

Menedék: Kinti tartás-

kor elengedhetetlen a 

szigetelt, fából készült 

ház, amely az állat mé-

retéhez igazodik, szél-

védett, kizárólag szal-

mával, szénával bélelt, 

a bejárata hőtartó fóliá-

val zárt. Haszonállatok 

esetében is szükséges a 

szalmával terített beál-

ló. 

Fagyás elleni véde-

lem: A hosszú ideig 

hidegben tartott állatok 

kihűlhetnek. ami élet-

veszélyes (tünetek kö-

zött például a mozgás 

lelassul, erős reszketés) 

Kinti tartásnál fokozott 

figyelem szükséges! 

Társaság: A kint tar-

tott kutyák, macskák a 

hidegben is igénylik a 

gazdi közelségét.  Az 

együtt töltött idő az ál-

lat állapotának ellenőr-

zésére is alkalmas. 

Madarak: 

Etetés: Tegyünk ki 

magvakat (napraforgó, 

köles) és naponta egy-

szer langyos vizet egy 

tálban. Az etetés legyen 

folyamatos, ne hagyjuk 

abba közvetlenül a tél 

végeztével! 

Búvóhely: Készítsünk 

nekik búvóhelyet, ami a 

gyerekekkel közös jó 

program is lehet.  
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A lakásbetörések célja, hogy 

az otthon tartott értékeket 

megszerezzék! 

-Ne beszéljen arról senkinek, 

hogy mennyi készpénzt, vagy 

egyéb értéket tart otthoná-

ban! 

- Ne tartson otthon nagy 

mennyiségű készpénzt! 

-Ne tartsa otthonában a nagy 

értékű ékszereit! 

-Telepítsen otthona védelmé-

nek érdekében riasztórend-

szert!  

 

KIBERBŰNÖZÉS  

 

A robbanásszerűen fejlődő digitális világ nagyon vonzóvá vált a kiberbűnö-

zők számára. A megtévesztésen alapuló nyerészkedés, az átverések és csalá-

sok különböző formái ismertek, az elkövetők pedig egyre kifinomultabb meg-

oldásokat alkalmaznak annak érdekében, hogy áldozataikat megkárosítva- 

jellemzően anyagi haszonhoz jussanak.  

Mint mindenki elött ismert, hogy az országban és vármegyénkben is  napi 

szinten indulnak bűntetőeljárások a kibertérben elkövetett csalások miatt.  

 

Mit tehet, hogy ne váljon  az internetes bűnözők áldozatává? 

Legyen különösen éber, ha egy „banki” e-mail bizalmas információkat kér, 

például az online banki jelszavát! A bankok kizárólag biztonságos módon, az 

online banki felületen kommunikálnak az ügyfelekkel, sosem kérnek bizal-

mas adatokat ilyen formában!  

Legyen gyanakvó a szolgáltatóktól kapott e-mailek, sms-ek kapcsán is, ame-

lyek díjhátralékról, befizetetlen számlákról szólnak! Ne fizessen, ne lépjen a 

megadott linkre! Hívja fel szolgáltatóját, egyeztessen a kapott üzenetek tartal-

máról!  

Ne kattintson az üzenetben lévő hivatkozásokra, és ne nyissa meg a mellékle-

teket, a webes bejelentkezések címeit inkább manuálisan gépelje be, vagy 

használja a hivatalos banki oldalt!  

Mindig legyen gyanakvó a mások által kezdeményezett olyan kapcsolatfelvé-

telekkel szemben, amikor nem tud minden kétséget kizáróan megbizonyosod-

ni a másik fél identitásáról! Különösen igaz ez az elektronikus kommunikáci-

óra: ne válaszoljon a gyanús e-mailekre!  

Legyen különösen körültekintő a mobileszközök használatakor! Telefonon 

vagy táblagépen nehezebb lehet észrevenni az adathalász kísérleteket. Nem 

lehet a gyanús hivatkozások fölé vinni az egérmutatót, és a kisebb kijelző mi-

att a nyilvánvaló hibákat is nehezebb észrevenni. A gyanús e-maileket jelent-

se bankjának: minden vállalat szívesen veszi az ilyen típusú támadásokról 

szóló információkat. Ha kétségei vannak, hívja fel a bankját!  

Mindig tartsa naprakész állapotban szoftvereit, beleértve a böngészőt, a vírus-

irtó programokat és az operációs rendszert!  

Az online térben elkövetett csalások megelőzésével kapcsolatban további hasz-

nos információkat, aktualitásokat, tanácsokat a KiberPajzs oldalán talál. 
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https://kiberpajzs.hu/


 

 

Minél sürgetőbb a hí-

vás és az üzenet,    

annál gyanúsabb!  

 

 

 

Soha ne telepítsen 

mások kérésére olyan 

programot, amellyel 

távolól is elérhető a 

telefonja, számítógé-

pe! 
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Mit tegyen hamis banki hívás esetén?  

Kezelje óvatosan, fenntartással a kéretlen telefonhívásokat!  

Minél sürgetőbb a hívás és az üzenet, annál gyanúsabb! Lassítson és gondolja 

át alaposan, hogy mit is kérnek valójában!  

Gyanús telefonhívás esetén ne adjon meg személyes adatokat és szakítsa meg 

a beszélgetést!  

Ha a kijelzett telefonszám valóban a bank ügyfélszolgálati telefonszáma, az 

sem garancia arra, hogy tényleg onnan keresik. Annak az ellenőrzésére, hogy 

az illető valóban az, akinek mondja magát, keresse meg a szervezet telefon-

számát (a weboldalukon vagy online kereséssel), és lépjen velük kapcsolatba 

közvetlenül!  

Ne használja az ellenőrzéshez a hívó által megadott telefonszámot! A szám 

hamis lehet, vagy kifejezetten a csaláshoz is létrehozhatták.  

A csalók az interneten könnyen megszerezhetik az alapvető információkat 

Önről vagy a vállalatról, amelynek dolgozik, például a közösségimédia-

profilok felhasználásával. Nem bíz-hat meg a hívóban csak azért, mert ő is-

meri ezeket az adatokat.  

Soha ne adja meg a betéti vagy hitelkártyája PIN-kódját, CVV kódját, vagy az 

online banki jelszavát! A bankok sosem kérik el ezeket az információkat!  

Soha ne telepítsen mások kérésére olyan programot a számítógépére vagy te-

lefonjára, amit nem ismer!  



 

 

VÖRÖS KÓD  

A rendkívüli hideg miatt 2026. január 7-től életbe    

lépett a szociális ágazat legmagasabb riasztási fokozata 

a vörös kód, ami visszavonásig marad érvényben. A vö-

rös kód ideje alatt működő diszpécserszolgálat folyama-

tosan elérhető mindazok számára, akik az utcán bajba 

jutott személyt észlelnek, vagy maguk szorulnak segít-

ségre. 

Utcai Szociális Segítők Egyesülete 

KD Regionális Diszpécser Szolgálat: 

34/511-028 
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